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Product Categories.

• APPLICATION SECURITY
Refers to security measures implemented at the 
application level of an organization’s technology 
stack. It involves the use of software, hardware, 
as well as procedural methods to secure 
applications from cyber and technology threats.
 
• AUDIT, CONSULTING, & TRAINING
Provide security practitioners with an 
understanding of the audit process and 
risk professionals with an understanding 
of cybersecurity-related threats and 
mitigating measures.
 
• CLOUD SECURITY 
Refers to the policies and controls of 
securing cloud-based systems, applications, 
and information against unauthorized access, 
(DDOS) attacks, malware, and other risks whilst 
supporting regulatory compliance.
 
• DATA SECURITY & CRYPTOGRAPHY
Is a concept that incorporates every facet of 
information security from the physical security 
of hardware and storage devices 
to access controls and the logical security 
of software applications.
 
• ENDPOINT SECURITY
Is an integral element of the modern security 
stack and the crucial last line of defense in 
preventing cyberattacks from compromising 
applications and operating systems and in 
protecting confidential information from falling 
into the wrong hands.
 
• GOVERNANCE & COMPLIANCE 
Are the integrated collection of capabilities that 
allow an organization to reliably accomplish 
objectives, tackle uncertainty, 
and progress with integrity.
 
• IDENTITY ACCESS MANAGEMENT
Is a security framework that enables 
organizations to identify a network user 
and monitor their responsibilities and access 
rights, and the scenarios under which the 
privileges are granted or denied.

• INDUSTRIAL NETWORK SECURITY
Inspects the specific protocols and applications 
that are the basis of industrial control systems 
and equip organizations with solid guidelines 
for their protection.

• INFRASTRUCTURE SECURITY 
Comprises the protection from a traditional 
cyberattack and the protection from natural 
disasters and other catastrophes. The main 
idea is to enhance security measures, alleviate 
the amount of downtime and compliance costs.
 
• MOBILE & WEB SECURITY 
Refer to the measures taken against malicious 
applications, ransomware, malicious websites, 
unsafe Wi-Fi networks, illicit access to digital 
devices and systems.
 
• OPERATIONAL & OUTSOURCING SERVICES 
Are externally handled services that 
appoint cybersecurity experts to handle the 
organization’s cybersecurity needs and provide 
extra services to help organizations recover 
from a cyber incident.
 
• RESILIENCE & DATA PROTECTION 
Are associated with protecting organizational 
assets in the event of a disaster and data 
corruption and ensuring that the complete 
data ecosystem is not compromised.
 
• SECURITY ANALYTICS 
Is a proactive approach to security that applies 
data collection and analysis capabilities to carry 
out essential security functions that detect, 
investigate, and tackle cybersecurity threats.
 
• SECURITY AUTOMATION 
Enables security teams to automate low-level 
and time-consuming tasks with the intent of 
executing protections faster, improving the 
workflow of security operations and therefore, 
achieving enhanced efficiency.
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 APPLICATION SECURITY 
Advonum - Airlock. Security Innovation by Ergon Informatik AG - BigID Schweiz GmbH - BlackBerry Boltonshield AG - CAOS 
AG - CertX AG - Cisco - Crashtest Security GmbH - CuriX AG - CYSEC SA - Cyverse AG - DataStore AG - Defendeer|Data Centric 
Security Solutions - DGC Switzerland AG DuoKey SA - Exeon Analytics - FUTUREDAT GmbH - GLOBAL ID - Hacknowledge - HCL 
Technologies I.C. REP - Intigriti - InfoGuard AG - ISPIN AG - KUDELSKI SECURITY - LocateRisk - Magnet Forensics OneVisage 
Orange Cyberdefense - PRODAFT SARL - Rapid7 Germany - Trend Micro - Universität St.Gallen (HSG)|Executive School of Law 
and Management - xorlab AG - YesWeHack - ZENDATA - Zitadel

 AUDIT, CONSULTING, & TRAINING 
Access Informer Security Solutions AG - Advonum - Boltonshield AG - CertX AG CSF Computer Solutions Facility AG - CYBERIFY 
cyberunity AG - CyberVadis - CyQuant AG - Cyverse AG - Defendeer|Data Centric Security Solutions DGC Switzerland AG 
EYRAPPROACH - FUTUREDAT GmbH - Hacknowledge - I.C. REP - iC Consult GmbH - InfoGuard AG ISPIN AG - Kaspersky Lab 
Switzerland GmbH - KUDELSKI SECURITY - LocateRisk - LUCY Security - Magnet Forensics - Orange Cyberdefense - PRODAFT 
SARL - Rapid7 Germany - Secureworks - T-Systems Switzerland Ltd.- TTS Trusted Technologies and Solutions GmbH - 
ZENDATA

 CLOUD SECURITY 
Advonum - Airlock. Security Innovation by Ergon Informatik AG - BigID Schweiz GmbH - BlackBerry - Boltonshield AG - Check 
Point Software Technologies GmbH - Cisco - CSF Computer Solutions Facility AG - CuriX AG - CYBERIFY - CYSEC SA - Cyverse AG 
DataStore AG - Decentriq - Defendeer|Data Centric Security Solutions - DGC Switzerland AG - Ekran System - Exeon Analytics 
AG - EYRAPPROACH - FutureDat GmbH - Hacknowledge - HCL Technologies - iC Consult GmbH - InfoGuard AG - ISPIN AG 
Kaspersky Lab Switzerland GmbH - KUDELSKI SECURITY - Magnet Forensics - NextRay AI Detection & Response - NordLayer 
OneVisage - Orange Cyberdefense - PRODAFT SARL - Rapid7 Germany - Recorded Future, Inc. - Secureworks - SECURIX AG 
Securosys SA - Strong Network - TEHTRIS - TrapX Security - Trend Micro - WatchGuard Technologies - xorlab AG - ZENDATA

 DATA SECURITY & CRYPTOGRAPHY 
Advonum - BigID Schweiz GmbH - BlackBerry - CuriX AG - CYBERIFY - CyQuant AG - CYSEC SA - Cyverse AG - DataStore AG 
Decentriq - Defendeer|Data Centric Security Solutions - DGC Switzerland AG - DuoKey SA - Ekran System - Endpoint Protector 
by CoSoSys - FTAPI Software GmbH - FUTUREDAT GmbH - GLOBAL ID - HCL Technologies - I.C. REP - InfoGuard AG - ISPIN AG 
Kaspersky Lab Switzerland GmbH - KUDELSKI SECURITY - Magnet Forensics - Nect GmbH - Orange Cyberdefense - PRODAFT 
SARL - SECURIX AG - Securosys SA - Tresorit - TTS Trusted Technologies and Solutions GmbH - Universität St.Gallen (HSG), 
Executive School of Law and Management - ZENDATA

 ENDPOINT SECURITY 
BlackBerry - Boltonshield AG - CAOS AG - Check Point Software Technologies GmbH - Cisco - CSF Computer Solutions Facility 
AG - CuriX AG - CYSEC SA - DataStore AG - Deep Instinct - Ekran System - Endpoint Protector by CoSoSys - Exeon Analytics 
EYRAPPROACH - FUTUREDAT GmbH - Hacknowledge - HCL Technologies - I.C. REP - InfoGuard AG InfoGuard AG - ISPIN AG 
Kaspersky Lab Switzerland GmbH - KUDELSKI SECURITY - Magnet Forensics - NordLayer - OneVisage Orange - Cyberdefense 
Rapid7 Germany - Secureworks - TEHTRIS - TrapX Security - T-Systems Switzerland Ltd. - Universität St.Gallen (HSG)| Executive 
School of Law and Management WatchGuard Technologies - xorlab AG - ZENDATA

 GOVERNANCE & COMPLIANCE 
Access Informer Security Solutions AG - Advonum - BigID Schweiz GmbH - BlackBerry - CAOS AG - CertX AG - CSF Computer 
Solutions Facility AG - CuriX AG - CYBERIFY - CyberVadis - Defendeer|Data Centric Security Solutions - DGC Switzerland AG 
Ekran System - Exeon Analytics - EYRAPPROACH - FUTUREDAT GmbH - HCL Technologies - iC Consult GmbH - InfoGuard AG 
ISPIN AG - KUDELSKI SECURITY - Magnet Forensics - Nect GmbH - Nexis GmbH - Orange Cyberdefense - Rapid7 Germany 
Secureworks - SECURIX AG - Securosys SA - Swiss GRC - TrapX Security - Trend Micro - Tresorit -  Universität St.Gallen  
(HSG)|Executive School of Law and Management - YesWeHack - ZENDATA

 IDENTITY ACCESS MANAGEMENT 
Airlock. Security Innovation by Ergon Informatik AG - BigID Schweiz GmbH - BlackBerry - CAOS AG - Check Point Software 
Technologies GmbH - Cisco - CSF Computer Solutions Facility AG - CuriX AG - Cyverse AG - DataStore AG  - Defendeer|Data 
Centric Security - Ekran System - EYRAPPROACH - FUTUREDAT GmbH - GLOBAL ID - HCL Technologies - I.C. REP - iC Consult 
GmbH - InfoGuard AG - ISPIN AG - KUDELSKI SECURITY - Magnet Forensics - Nect GmbH - Nexis GmbH - NordLayer 
OneVisage - Orange Cyberdefense - SECURIX AG - T-Systems Switzerland Ltd. - WatchGuard Technologies - WatchGuard 
Technologies - XignSys GmbH - YesWeHack - Zendata - Zitadel

Vendors by Product Category.
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 INDUSTRIAL NETWORK SECURITY
BlackBerry - Byos - CertX AG - Check Point Software Technologies GmbH - Cisco - CSF Computer Solutions Facility AG - Cyverse 
AG - DGC Switzerland AG - Ekran System - Exeon Analytics AG - Hacknowledge - HCL Technologies - InfoGuard AG - ISPIN AG - 
Kaspersky Lab Switzerland GmbH - Magnet Forensics Securosys SA - Orange Cyberdefense - TEHTRIS - Trend Micro 
T-Systems Switzerland Ltd. - ZENDATA

 INFRASTRUCTURE SECURITY
Airlock. Security Innovation by Ergon Informatik AG - BlackBerry - Boltonshield AG - Byos CertX AG - Check Point Software 
Technologies GmbH - Cisco - CSF Computer Solutions Facility AG - CuriX AG - Darkdefense GmbH - DataStore AG - DGC 
Switzerland AG - DuoKey SA - Ekran System - Exeon Analytics AG - EYRAPPROACH - FUTUREDAT GmbH - GATEWATCHER 
Hacknowledge - HCL Technologies - I.C. REP - IIntigriti - InfoGuard AG - ISPIN AG - Kaspersky Lab Switzerland GmbH 
LocateRisk - OneVisage - Orange Cyberdefense - PRODAFT SARL - Rapid7 Germany - Secureworks - Securosys SA - Strong 
Network - TEHTRIS - TrapX Security - Trend Micro - T-Systems Switzerland Ltd. - Universität St.Gallen (HSG)|Executive School 
of Law and Management - WatchGuard Technologies - ZENDATA

 MOBILE & WEB SECURITY 
Advonum - BlackBerry - Boltonshield AG - CertX AG - Check Point Software Technologies GmbH - Cisco - CSF Computer 
Solutions Facility AG - CuriX AG - Cyberify - Cyverse AG - DataStore AG - Exeon Analytics AG - EYRAPPROACH - FUTUREDAT 
GmbH - Intigriti - InfoGuard AG - ISPIN AG - Kaspersky Lab Switzerland GmbH - Magnet Forensics - OneVisage - Orange 
Cyberdefense PRODAFT SARL - Rapid7 Germany - TEHTRIS - Trend Micro - T-Systems Switzerland Ltd. - Universität St.Gallen 
(HSG)|Executive School of Law and Management - WatchGuard Technologies - ZENDATA

 OPERATIONAL & OUTSOURCING SERVICES
Advonum - BlackBerry - CAOS AG - CertX AG - CSF Computer Solutions Facility AG - Cyverse AG - Darkdefense GmbH 
Defendeer | Data Centric Security Solutions - DGC Switzerland AG EYRAPPROACH - FUTUREDAT GmbH - InfoGuard AG 
ISPIN AG - Kaspersky Lab Switzerland GmbH - KUDELSKI SECURITY - Nect GmbH - Orange Cyberdefense - Rapid7 Germany 
Secureworks - Strong Network - T-Systems Switzerland Ltd. - ZENDATA

 RESILIENCE & DATA PROTECTION
Advonum - BlackBerry - Boltonshield AG - CuriX AG - Cyberify - CYSEC SA - DataStore AG - DataStore AG - Defendeer|Data 
Centric Security Solutions - DGC Switzerland AG - DuoKey SA - Ekran System - Exeon Analytics - EYRAPPROACH - FutureDat 
GmbH - GATEWATCHER - I.C. REP Intigriti - InfoGuard AG - ISPIN AG - Kaspersky Lab Switzerland GmbH - LocateRisk - Magnet 
Forensics - NordLayer - Orange Cyberdefense - PRODAFT SARL - Secureworks - SECURIX AG - Strong Network - Swiss GRC 
TrapX Security - Tresorit - T-Systems Switzerland Ltd. - TTS Trusted Technologies and Solutions GmbH - Universität St.Gallen 
(HSG)|Executive School of Law and Management - ZENDATA

 SECURITY ANALYTICS
Access Informer Security Solutions AG - BlackBerry - Boltonshield AG - CAOS AG - CertX AG - Crashtest Security GmbH 
CSF Computer Solutions Facility AG - CuriX AG - Cyberify - CyberVadis - CyQuant AG - Darkdefense GmbH - DataStore AG 
Defendeer|Data Centric Security Solutions - DGC Switzerland AG - Ekran System - Exeon Analytics AG - FUTUREDAT GmbH 
GATEWATCHER - Hacknowledge - iC Consult GmbH - InfoGuard AG - ISPIN AG - Kaspersky Lab Switzerland GmbH - KUDELSKI 
SECURITY - LocateRisk - Magnet Forensics - NextRay AI Detection & Response - Orange Cyberdefense - Panaseer - Rapid7 
Germany Recorded Future, Inc. - Secureworks - TEHTRIS - TrapX Security - Trend Micro - T-Systems Switzerland Ltd. - ZENDATA

 SECURITY AUTOMATION 
Advonum - BlackBerry - Boltonshield AG - Check Point Software Technologies GmbH - Cisco - Crashtest Security GmbH
CSF Computer Solutions Facility AG - CuriX AG - Cyverse AG - DataStore AG - Defendeer|Data Centric Security Solutions 
DGC Switzerland AG - FTAPI Software GmbH - FUTUREDAT GmbH - Hacknowledge - InfoGuard AG - ISPIN AG - Kaspersky Lab 
Switzerland GmbH - KUDELSKI SECURITY - LocateRisk - Magnet Forensics - Nect GmbH - Orange Cyberdefense Panaseer 
Rapid7 Germany - Recorded Future, Inc. - Secureworks - Securosys SA - Strong Network - Trend Micro - T-Systems Switzerland 
Ltd. - xorlab AG - YesWeHack - ZENDATA

Vendors by Product Category.
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Swiss Cyber Institute.
Based in Switzerland, home of global standards and trust, the Swiss 
Cyber Institute (SCI) stands out as a human-centric education provider 
that focuses on helping society build a secure ecosystem. Relying on its 
industry-leading cybersecurity network, SCI offers training and access to 
an exclusive global cyber security community, while hosting international 
conferences that build bridges between security professionals, business 
experts, and academics.

Swiss Cyber Institute’s ambition is to improve the digital safety and 
security of society and economy through networking events, articles, 
research, and publications. 

Cyber Tech Vendor Report 2022.
This is the 2022 edition Cyber Tech Vendor Report of Switzerland. The 
unique Cyber Tech Vendor Report is designed to assist decision-makers 
and security buyers to explore new products, solutions, and partners in 
the world of cyber security. Our dedicated collection of vendors is intended 
to support businesses in Switzerland that are considering enhancing their 
cyber security across a range of technology domains.

Our goal is to bring transparency to the Swiss Cyber Market and expand 
the cybersecurity ecosystem inside and outside Switzerland. There has 
been a rise in cyber threats and businesses need to ensure their defences 
are prepared for cyberattacks. Browse through this excellent resource to 
learn more about the companies that offer the best-in-class solutions that 
can help your business stay one step ahead of cybercriminals, ensuring 
that your critical digital assets remain safeguarded and protected.

The report is being distributed widely in Switzerland and is available for free 
download on our website.
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Access Informer  
Security Solutions AG

Advonum

www.accessinformer.comwww.accessinformer.com

www.adnovum.com

	■ Location: Zug - Switzerland 
	■ Leadership: Cyril Hauppert: CEO
	■ № of Employees: 3
	■ Product Categories: Audit, Consulting & Training, 

Governance & Compliance, Security Analytics
	■ Type: Vendor
	■ Description: Access Informer is a Cybersecurity solution 

to collect, analyze and monitor user authorizations across 
key systems, including SAP, Active Directory, SharePoint 
and network shares. We provide a simple and cost-effective 
solution to help companies regain visibility and control over 
“who has access to what”, get alerted on excessive or suspicious 
authorizations, reduce reputational risk from potential fraud 
and data leakage, and reduce the effort to meet compliance 
and regulatory requirements (e.g. SOX, GDPR).
Nominated for the 2019 PwC SecTech award, participated in 
2019 Tech4Trust acceleration program from EPFL Innovation 
Park and MassChallenge 2020 Finalist.

	■ Location: Zurich - Switzerland
	■ Leadership: Thomas Zangerl : CEO, Beat Fluri: CTO,  

Leo Huber: Managing Director Security Solutions
	■ № of Employees: 650
	■ Product Categories: Application Security, Audit, Consulting 

& Training, Cloud Security, Data Security & Cryptography, 
Governance & Compliance, Identity Access Management, 
Mobile & Web Security, Operational & Outsourcing Services, 
Resilience & Data Protection, Security Automation
	■ Type: Vendor
	■ Description: Adnovum is a Swiss software company 

founded in 1988 which offers comprehensive support in the 
fast and secure digitalization of business processes from 
consulting and design to implementation and operation. 
Our core competencies include identity management, access 
management and security solutions. We serve multinational 
companies across banking, insurance, logistics and the public 
sector.
Today, 600+ employees work at our headquarters in Zurich 
and in our satellite offices in Bern, Lausanne, Budapest, 
Lisbon, Ho Chi Minh City, and Singapore.

https://www.accessinformer.com/
https://www.adnovum.com/
http://www.accessinformer.com
http://www.accessinformer.com
https://www.adnovum.com/
https://www.linkedin.com/company/accessinformer/
https://www.linkedin.com/company/adnovum/
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Airlock. Security Innovation 
by Ergon Informatik AG

www.airlock.com

	■ Location: Zurich - Switzerland
	■ Leadership: Gabriela Keller: CEO, Roman Hugelshofer: 

Managing Director Application Security
	■ № of Employees: 350 

Product Categories: Application Security, Cloud Security, 
Identity Access Management, Infrastructure Security
	■ Type: Vendor
	■ Description: Airlock covers all functions of modern 

application security combining web application and API 
protection (WAAP) with customer identity management 
(cIAM) and strong authentication. It can be deployed 
on-premises, in the cloud or as lightweight security 
micro gateway, designed specifically for use in container 
environments, which helps DevOps engineers and 
application teams to protect their services from 
unauthorized or malicious access with little effort.

BigID Schweiz GmbH
www.bigid.com

•	 Location: Zug - Switzerland
•	 Leadership: Dimitri Sirota: CEO, Nimrod Vax: Co-Founder & 
CPO, Scott Casey: COO and CFO, Scott Mersy: CMO
•	 № of Employees: 350
•	 Product Categories: Application Security, Cloud Security, 
Data Security & Cryptography, Governance & Compliance, 
Identity Access Management
•	 Type: Vendor
•	 Description: BigID’s data intelligence platform enables 
organizations to know their enterprise data and take action 
for privacy, protection, and perspective. Customers deploy 
BigID to proactively discover, manage, protect, and get more 
value from their regulated, sensitive, and personal data across 
their data landscape. BigID has raised over $200 million in 
funding since its founding in 2016 and has been recognized 
for its data intelligence innovation as a 2019 World Economic 
Forum Technology Pioneer, named to the 2020 Forbes Cloud 
100, a Business Insider 2020 AI Startup to Watch, and an RSA 
Innovation Sandbox winner.

https://www.airlock.com/
https://www.airlock.com/
https://www.linkedin.com/company/airlock-by-ergon/
https://www.airlock.com/
http://www.bigid.com
http://www.bigid.com
https://www.linkedin.com/company/bigid/mycompany/
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BlackBerry

Boltonshield AG

www.blackberry.com

www.boltonshield.com

•	 Location: Düsseldorf - Germany 
•	 Leadership: John Chen: CEO, Mark Wilson: CMO, 
Charles Eagan: CTO
•	 № of Employees: 4,500
•	 Product Categories: Application Security, Cloud Security, Data 
Security & Cryptography, Endpoint Security, Governance & 
Compliance, Identity Access Management, Industrial Network 
Security, Infrastructure Security, Mobile & Web Security, 
Operational & Outsourcing Services, Resilience & Data Protection, 
Security Analytics, Security Automation
•	 Type: Vendor
•	 Description: Protect your organization with a modern unified 
endpoint security solution. Our end-to-end approach to 
cybersecurity is deeply rooted in Cylance® AI and machine learning, 
providing enhanced visibility and protection against current and 
future cyberthreats.
The BlackBerry cybersecurity portfolio of products and services 
are the most comprehensive end-to-end solutions in the industry. 
BlackBerry ® Protect an AI-based endpoint protection platform (EPP) 
that prevents security breaches. BlackBerry ® Optics an AI-driven 
endpoint detection and response (EDR) that works with BlackBerry 
Protect to keep you ahead of cyberattackers and your business 
secure, even when devices are offline and more.

•	 Location: Zurich - Switzerland
•	 Leadership: Andreas Kemi: Chairman, Adam Baneth: CEO,  
Michael Ioannou: CTO
•	 № of Employees: 45
•	 Product Categories: Application Security, Audit, Consulting 
& Training, Cloud Security, Endpoint Security, Infrastructure 
Security, Mobile & Web Security, Resilience & Data Protection, 
Security Analytics, Security Automation
•	 Type: Vendor
•	 Description: Cybersecurity as a Service. At Boltonshield, we 
undertake the security of your company’s IT infrastructure under 
one shield. Our holistic approach ensures the effective security 
management of organisational and individual cyber threats, 
within a cost-effective and affordable range of plans. Shield your 
total business through our fundamentally unique approach to 
cyber defense to protect your corporate assets wherever they are 
vulnerable or exposed to the threat of an attack. We serve our 
clients with both Penetration Testing as a Service and SOC as a 
Service ensuring a holistic cyber-resilient approach.

http://www.blackberry.com
https://boltonshield.com/en/
http://www.blackberry.com
https://boltonshield.com/en/
https://www.linkedin.com/company/blackberry
https://www.linkedin.com/company/boltonshield/
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Byos
www.byos.io

•	 Location: Halifax - Canada
•	 Leadership: Matias Katz: CEO, Rob Valiton: COO
•	 № of Employees: 18
•	 Product Categories: Industrial Network Security, 
Infrastructure Security
•	 Type: Vendor
•	 Description: Byos™ is the edge micro-segmentation 
company dedicated to helping organizations protect 
themselves from the risk of ubiquitous remote, guest 
and IoT network connectivity. Byos allows employees, 
contractors and devices to safely and securely connect 
to any network, regardless of their location or network 
environment.

CAOS AG
www.caos.ch

•	 Location: St. Gallen - Switzerland
•	 Leadership: Florian Forster: CEO, 
Fabienne Gerschwiler: CPO, Maximilian Panne: COO
•	 № of Employees: 11
•	 Product Categories: Application Security, Endpoint 
Security, Governance & Compliance, Identity Access 
Management, Operational & Outsourcing Services, 
Security Analytics
•	 Type: Vendor
•	 Description: Our core service ZITADEL provides you 
with an identity and access management platform that 
includes all the features necessary to integrate scalable 
solutions, without the need of building the login and 
access management yourself. ZITADEL can be used 
as SaaS in a public cloud, located in Switzerland, or 
as dedicated instance on customer’s preferred cloud 
or private infrastructure. The platform solves multi-
tenancy and self-service for B2B customers much 
better than most solutions, while providing a detailed 
and unlimited audit trail of all interactions.

https://www.byos.io/
https://www.byos.io/
http://www.byos.io
https://www.linkedin.com/company/byostech/?originalSubdomain=ca
http://www.caos.ch
http://www.caos.ch
https://www.linkedin.com/company/caos-ag/
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www.certx.com

CertX AG

•	 Location: Fribourg - Switzerland 
•	 Leadership: Jens Henner: CEO
•	 № of Employees: 10
•	 Product Categories: Application Security, 
Audit, Consulting & Training, Governance & Compliance, 
Industrial Network Security, Infrastructure Security, 
Operational & Outsourcing Services, Security Analytics
•	 Type: Vendor
•	 Description: First Swiss Certification Body for Functional 
Safety and Cyber Security accredited by Swiss Accreditation 
Service (SAS) with international validity Experts in Functional 
Safety and Cybersecurity with Swiss DNA and Quality. 
Innovations at heart, pragmatic in style. We co-write the 
standards for future automated systems, autonomous 
mobility and cyber security.

Check Point Software Technologies GmbH
www.checkpoint.com

•	 Location: Ismaning - Germany
•	 Leadership: Gil Shwed: CEO, Dr. Dorit Dor: CPO, 
Rupal Hollenbeck: CCO
•	 № of Employees: 5,200 
•	 Product Categories: Cloud Security, Endpoint Security, 
Identity Access Management,Infrastructure Security, 
Mobile & Web Security, Security Automation
•	 Type: Partner
•	 Description: Check Point Software Technologies Ltd. is a 
leading provider of cyber security solutions to governments and 
corporate enterprises globally. Check Point Infinity´s portfolio of 
solutions protects enterprises and public organisations from 5th 
generation cyber-attacks with an industry leading catch rate of 
malware, ransomware and other threats. Infinity comprises three 
core pillars delivering uncompromised security and generation V 
threat prevention across enterprise environments: Check Point 
Harmony, for remote users
Check Point CloudGuard, to automatically secure clouds and 
Check Point Quantum, to protect network perimeters and 
datacenters, all controlled by the industry’s most comprehensive, 
intuitive unified security management. Check Point protects over 
100,000 organizations of all sizes.

http://www.certx.com
http://www.certx.com
https://www.linkedin.com/company/certx-com/
https://www.checkpoint.com/
http://www.checkpoint.com
https://www.linkedin.com/company/check-point-software-technologies/
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Cisco
www.cisco.com

•	 Location: Wallisellen - Switzerland
•	 Leadership: Chuck Robbins: Chief Executive Officer Cisco Systems, 
Inc., Daisy Chittilapilly: President Cisco India & SAARC, Anand Bhaskar: 
Managing Director Service Provider Business Cisco India & SAARC
•	 № of Employees: 75,000
•	 Product Categories: Application Security, Cloud Security, Endpoint 
Security, Identity Access Management, Industrial Network Security, 
Infrastructure Security, Mobile & Web Security, Security Automation
•	 Type: Vendor
•	 Description: Cisco helps seize the opportunities of tomorrow by 
proving that amazing things can happen when you connect the 
unconnected. An integral part of our DNA is creating long-lasting 
customer partnerships, working together to identify our customers' 
needs and provide solutions that fuel their success.
Cisco Secure is focusing on defending against threats and safeguard 
the most vital aspects of your business with security resilience. 
Withstand unforeseen shocks and emerge stronger with Cisco Secure.

Crashtest Security GmbH

•	 Location: Munich - Germany
•	 Leadership: Felix Brombacher: CEO, René Milzarek: CTO
•	 № of Employees: 10
•	 Product Categories: Application Security,  
Security Analytics, Security Automation
•	 Type: Partner
•	 Description: Crashtest Security is a SaaS-based security 
vulnerability scanner allowing agile development teams 
to ensure continuous security before every release. Our 
state-of-the-art dynamic application security testing (DAST) 
solution integrates seamlessly with your dev environment 
and protects multi-page and JavaScript apps, as well as 
microservices and APIs. Set up Crashtest Security Suite in 
minutes, get advanced crawling options, and automate your 
security. Whether you want to see vulnerabilities within the 
OWASP Top 10 or you want to go for deep scans, Crashtest 
Security is here to help you stay on top of your security and 
protect your code and customers.

www.crashtest-security.com

https://www.cisco.com/
https://www.cisco.com/c/de_ch/index.html
https://www.linkedin.com/company/cisco/
https://crashtest-security.com/
http://www.crashtest-security.com
https://www.linkedin.com/company/crashtest-security/
https://www.cisco.com/c/de_ch/index.html
http://www.crashtest-security.com
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CSF Computer  
Solutions Facility AG

•	 Location: Pratteln - Switzerland
•	 Leadership: Herbert Spettel, CEO, Markus Haas, COO
•	 № of Employees: 10
•	 Product Categories: Audit, Consulting & Training, 
Cloud Security, Endpoint Security, Governance & 
Compliance, Identity Access Management, Industrial 
Network Security, Infrastructure Security, Mobile & Web 
Security, Operational & Outsourcing Services, Resilience & 
Data Protection, Security Analytics, Security Automation
•	 Type: Partner
•	 Description: Reliability. High quality. Professional Security.
These are the three principles that govern our work here 
at CSF from an initial assessment to the implementation of 
a customised IT solution and later on, while operating and 
maintaining IT systems.
We streamline unwieldy IT structures, simplify processes 
and focus on smart, cost-cutting applications and services 
- regardless of whether a company is located here in 
Switzerland or on the other side of the world.
We provide our services under ISO 27001.

CuriX AG
www.curix.ai

•	 Location: Baar- Switzerland
•	 Leadership: Ruedi Moll: CEO
•	 № of Employees: 15
•	 Product Categories: Application Security, Cloud 
Security, Data Security & Cryptography, Endpoint 
Security, Governance & Compliance, Industrial 
Network Security, Infrastructure Security, Mobile 
& Web Security, Resilience & Data Protection, 
Security Analytics, Security Automation
•	 Type: Vendor
•	 Description: We want monitoring to be simple, 
effective and intelligent. As a company that had 
been involved in IT, IT support and monitoring 
for years, we were fed up with incomplete and 
complicated monitoring. We had all this data and 
were not using it to our benefit. And that’s how 
CuriX was born.

www.csf.ch

https://csf.ch/de
https://www.linkedin.com/company/csf-computer-solutions-facility-ag/
http://www.curix.ai
http://www.curix.ai
https://ch.linkedin.com/company/curix
http://www.csf.ch


Companies Information | Cyber Tech Vendor Report 2022

20

CYBERIFY

cyberunity AG

•	 Location: Zurich - Switzerland
•	 Leadership: Samir Aliyev: Founder & CEO
•	 № of Employees: 4
•	 Product Categories: Audit, Consulting & Training, 
Cloud Security, Data Security & Cryptography, 
Governance & Compliance, Mobile & Web Security, 
Resilience & Data Protection, Security Analytics
•	 Type: Vendor
•	 Description: We are an agile provider of cyber security 
and data protection consulting and talent screening 
services in Switzerland. Our customer base ranges from 
start‑ups and small and medium‑sized businesses to the 
public institutions. Our unique expertise enables us to 
propose a global approach to cyber security and data 
protection. We offer services and solutions covering 
the entire cyber security and privacy value chain, from 
governance and strategy through to resilient technical 
designs, architectures, and implementations.

•	 Location: Zug - Switzerland
•	 Leadership: Peter Kosel & Roman Bättig: Co-Founders
•	 № of Employees: 4
•	 Product Categories: Audit, Consulting & Training
•	 Type: Partner
•	 Description: We are the Career-Partner of Swiss Cyber 
Institute and Swiss Cyber Institute is our education 
Partner.
As a Cyber Security Talent Agency we are specialized on 
international Cyber-Security-Recruitment. 
We provide smart talent access through our KNOW 
YOUR TALENTS approach. 
We differentiate through our strong link to the cyber-
security-scene and the trusted connections we build 
based on cyber content: 
our Cyber-blog, Cyber-Security Circles and daily 
interviews with Cyber-Security-Experts. 
WE KNOW YOUR TALENTS!

www.cyberify.ch

www.cyberunity.io

http://www.cyberify.ch
http://www.cyberify.ch
https://cyberunity.io/
https://www.linkedin.com/company/cyberify-ch
https://www.linkedin.com/company/cyberunity/
https://cyberunity.io/en/
http://www.cyberify.ch
http://www.cyberify.ch
https://cyberunity.io/en/
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https://cyberunity.io/
https://cyberunity.io/
mailto:info%40cyberunity.io?subject=
tel:+41786494901
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CyQuant AG

•	 Location: Zurich - Switzerland
•	 Leadership: Thierry Murté: CEO
•	 № of Employees: 5
•	 Product Categories: Audit, Consulting 
& Training, Resilience & Data Protection, 
Security Analytics
•	 Type: Partner
•	 Description: CyQuant is a unique platform 
that helps SMEs and Corporates to challenge 
the topic of cybersecurity. It provides 
comprehensive cyber risk assessment tools, 
cyber risk mitigation, learning tools, and product 
recommendations in human behavior, IT 
security, and insurance as more and more SMEs 
are going bust because of uninsured cyber risks.

CyberVadis

•	 Location: Paris - France
•	 Leadership: Pierre-Francois Thaler: Co-CEO & Co-founder
•	 № of Employees: 90
•	 Product Categories: Audit, Consulting & Training, 
Governance & Compliance, Security Analytics
•	 Type: Vendor
•	 Description: CyberVadis provides enterprises with a cost-
effective and scalable solution for third-party cybersecurity risk 
assessments. Our methodology maps to all major international 
compliance standards including NIST, ISO 27001, GDPR, and 
many other privacy and security laws. CyberVadis’ solution 
combines the speed of automation with the accuracy and 
effectiveness of a team of experts. We directly engage vendors 
from all over the world with assessments, validate results with 
an in-house team of security analysts, and issue companies 
a standardized cybersecurity rating that they can share with 
others, along with a detailed improvement plan for increasing 
their score and the ability to collaborate with clients on 
implementing better practices.

www.cybervados.com

www.cyquant.com

https://www.cyquant.com/
http://www.cyquant.com
https://www.linkedin.com/company/cyquant
https://www.cybervados.com/
http://www.cybervadis.com
https://www.linkedin.com/company/cybervadis/
https://cybervadis.com/
http://www.curix.ai
https://cybervadis.com/
http://www.cyquant.com
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CYSEC SA

•	 Location: Lausanne - Switzerland
•	 Leadership: Patrick Trinkler: Co-Founder & CEO, Yacine Felk: 
Co-Founder & COO, Alexandre Karlov: CTO, Massimo Lucchina: VP 
Corporate Business Development
•	 № of Employees: 25
•	 Product Categories: Application Security, Cloud Security, 
Data Security & Cryptography, Endpoint Security, 
Resilience & Data Protection
•	 Type: Vendor
•	 Description: CYSEC SA is a data security company with 
headquarters at the EPFL Innovation Park in Lausanne, 
Switzerland, and offices in Paris, France and Singapore. CYSEC 
partners with leading cybersecurity research centres to develop 
technological innovations in the area of Confidential Computing 
and delivers its cybersecurity solutions for any vertical sector. 
CYSEC provides a solution for secure container environments that 
solves the challenge of securing data in use, called CYSEC ARCA 
trusted Operating System.

Cyverse AG

•	 Location: Zurich - Switzerland
•	 Leadership: Shira Kaplan: CEO
•	 № of Employees: 11
•	 Product Categories: Application Security, 
Audit, Consulting & Training, Cloud Security,  
Data Security & Cryptography, Identity Access Management, 
Industrial Network Security, Mobile & Web Security, 
Operational & Outsourcing Services, Security Automation
•	 Type: Partner
•	 Description: Since its inception in 2016, Cyverse AG has 
established itself as the leading provider of next-gen cyber-
security solutions for enterprises in Europe. Cyverse offers 
a broad spectrum of advanced cyberdefense services & 
technologies that are used by European banks, insurances, 
energy & utilities, industrial manufacturers, consumer goods, 
and pharmaceutical companies, to improve their cyber-security 
posture. Our activity is supported by our first-hand familiarity 
with the Israeli cyber-security ecosystem, in which our Founder, 
Shira Kaplan, actively participated while serving in the 8200 Elite 
Technology Unit of the Israeli Intelligence.

www.cysec.com

www.cyverse.ch

Trusted Hardware

Hardened OS

Kubernetes Orchestrator 
+ 

Secure settings

https://www.cysec.com/
http://www.cysec.com
https://www.linkedin.com/company/cysecsystems/
https://cyverse.ch/
http://www.cyverse.ch
https://www.linkedin.com/company/cyverse
https://www.cysec.com/
http://www.cysec.com
https://cyverse.ch/
http://www.cyverse.ch
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Darkdefense GmbH

•	 Location: Karlsruhe - Germany 
Leadership: Andre Engel: CEO, Dr. Michael Teschner: CMO
•	 № of Employees: 5
•	 Product Categories: Infrastructure Security, 
Operational & Outsourcing Services, Security Analytics
•	 Type: Reseller
•	 Description: Darkdefense is an innovative startup 
based out of Germany with more than 100 years 
combined experience in defending critical infrastructure 
environments against cyber threats. We offer consulting, 
solutions and managed services for organizations of all 
sizes to improve their cyber resilience. We work with you 
on the basis of integrity, trust and openness. Our services 
are based on the latest technologies and methods to 
identify, characterize and prioritize risk factors in your 
digital infrastructure. In collaboration with your security 
teams, we support you to protect your organization against 
cyber threats and to improve your cyber resilience.

DataStore AG

•	 Location: Spreitenbach - Switzerland 
Leadership: Stefan Beeler: CEO
•	 № of Employees: 40
•	 Product Categories: Application Security,  
Cloud Security, Data Security & Cryptography,  
Endpoint Security,  Identity Access Management,  
Infrastructure Security, Mobile & Web Security, 
Resilience & Data Protection, Security Analytics, 
Security Automation
•	 Type: Partner
•	 Description: DataStore AG is the leading specialist for holistic 
Datacenter & Cloud solutions and for integrated Cyber Security 
technologies since its foundation in 1977. Trust, loyalty and 
individuality are very important attitudes in our day to day work 
with our customers and vendors. Our "Network of Opportunities" 
a network of partners specialized in all different areas of the IT 
landscape, with over 400 selected partners and service providers 
is composed of personalities, technologies and ideas. Each 
partnership is unique, we see ourselves as a consultant, mediator 
and partner of trust within this network allowing us to always find 
the right solutions for all our partners.

www.darkdefense.ai

www.datastore.ch

https://darkdefense.de/
http://www.darkdefense.ai
https://www.linkedin.com/company/darkdefense-gmbh/about/
https://www.datastore.ch/
http://www.datastore.ch
https://www.linkedin.com/company/datastore/
https://darkdefense.de/
http://www.darkdefense.ai
https://www.datastore.ch/
http://www.datastore.ch
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Decentriq

•	 Location: Zurich - Switzerland
•	 Leadership: Maximilian Groth: CEO, Stefan Deml: CTO
•	 № of Employees: 20
•	 Product Categories: Cloud Security, 
Data Security & Cryptography
•	 Type: Vendor
•	 Description: Decentriq is an enterprise SaaS 
platform providing data clean rooms - allowing users 
to leverage data previously not possible. Easily and 
securely collaborate with stakeholders, internal 
or external, to derive new data value - all with 
guaranteed trust and privacy because of Decentriq's 
underlying encryption-in-use technology called 
confidential computing.

Deep Instinct

•	 Location: New York - United States
•	 Leadership: Lane Bess: CEO, Guy Caspi: CPO & 
Co-Founder, Heather Bellini: CFO
•	 № of Employees: 300
•	 Product Categories: Endpoint Security
•	 Type: Partner
•	 Description: Deep Instinct takes a prevention-
first approach to stopping ransomware and 
other malware using the world’s first and only purpose-
ilt, deep learning cybersecurity framework. We predict 
and prevent known, unknown, and zero-day 
threats in <20 milliseconds, 750X faster than the 
fastest ransomware can encrypt. Deep Instinct has 
>99% zero-day accuracy and promises a <0.1% false 
positive rate. The Deep Instinct Prevention Platform is 
an essential addition to every security stack—providing 
complete, multi-layered protection against threats 
across hybrid environments.

www.decentriq.com

www.deepinstinct.com

https://www.decentriq.com/
http://www.decentriq.com
https://www.linkedin.com/company/decentriq/
https://www.linkedin.com/company/deep-instinct/
https://www.deepinstinct.com/
http://www.deepinstinct.com
https://www.decentriq.com/
http://www.darkdefense.ai
https://www.deepinstinct.com/
http://www.darkdefense.ai
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Defendeer|Data Centric Security

•	 Location: Rotkreuz - Switzerland
•	 Leadership: Charly Graf: CEO, Konstantin Stassinakis: COO, 
Sarbajit Das: CTO
•	 № of Employees: 6
•	 Product Categories: Application Security, Audit, Consulting 
& Training, Cloud Security, Data Security & Cryptography, 
Governance & Compliance, Mobile & Web Security, Operational 
& Outsourcing Services, Resilience & Data Protection, Security 
Analytics, Security Automation
•	 Type: Reseller
•	 Description: Defendeer is a specialist in understanding end-to-end 
data protection requirements and introducing technical measures 
and security solutions. We protect sensitive data from the intrusion of 
any third party, unwanted disclosure, or data leakage. We have years 
of experience in implementing technical security solutions to protect 
sensitive data from any suspicious activity with dynamic masking, 
tokenization, encryption at source or in motion. The technical measures 
we implement are essentially IT-based solutions that help in for proactive 
threat hunting and incident response support. We integrate solutions 
from Stealthbits, SecuPi, BigID, Comcrypto, Netskope and many more.

DGC Switzerland AG

•	 Location: Zurich - Switzerland
•	 Leadership: Andreas Pankow: CEO, Philip Saladin: 
Head of Sales Switzerland
•	 № of Employees: 100
•	 Product Categories: Application Security, Audit, 
Consulting & Training, Cloud Security, Data Security 
& Cryptography, Governance & Compliance, Industrial 
Network Security, Infrastructure Security, Operational 
& Outsourcing Services, Resilience & Data Protection,  
Security Analytics
•	 Type: Partner
•	 Description: As one of the leading providers of cyber 
security, DGC supports companies in using the opportunities 
offered by the digital transformation – and in minimizing the 
associated risks.
With our 360° cyber security approach and our own products, 
we ensure a comprehensive cyber security and IT related risk 
management. Whether through a simulated hacker attack, 
our top-notch vulnerability scanner cyberscan.io®, a cyber 
security awareness training, advice on security standards or 
emergency services in the event of IT security incidents: With 
us you receive comprehensive solution packages for your 
cyber security – customized, up-to-date and from a single 
source.

www.defendeer.com

www.dgc.org

https://www.linkedin.com/company/defendeer-data-centric-security-solutions/
https://defendeer.com/
https://www.linkedin.com/company/cyber-sicherheit
https://dgc.org/en/
http://www.dgc.org
https://defendeer.com/
https://dgc.org/en/
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DuoKey SA

•	 Location: Lausanne - Switzerland
•	 Leadership: Nagib Aouini: CEO
•	 № of Employees: 11
•	 Product Categories: Application Security, Cloud Security, 
Data Security & Cryptography, Infrastructure Security, 
Resilience & Data Protection
•	 Type: Vendor
•	 Description: DuoKey is a cybersecurity startup founded 
by experienced entrepreneurs and cryptographers. We are 
partnering with one of the top security firm that patented 
an innovative Multi-Party Computation (MPC) scheme 
bringing 8+ years of research in MPC and privacy-preserving 
encryption. We enable customers to confidently move 
sensitive workloads to the cloud where they can benefit from 
strong security controls that help meet internal and external 
compliance requirements. DuoKey Key Management Service 
is based on innovative Multi-Party computation (MPC) that 
provide encryption services but works also with FIPS-140 
Level 3 or 4 HSM (Hardware Security Module).

Ekran System

•	 Location: Newport Beach - United States
•	 Leadership: Elena Gamasenko: Marketing Manager
•	 № of Employees: 50
•	 Product Categories: Cloud Security, Data Security 
& Cryptography, Endpoint Security, Governance & 
Compliance, Identity Access Management, Industrial 
Network Security, Infrastructure Security, Resilience 
& Data Protection, Security Analytics
•	 Type: Vendor
•	 Description: Ekran System® is a full cycle insider 
threat management platform that focuses on three 
core goals: deter, detect, and disrupt. 
DETER: Manage identities and control access, including 
for privileged (PAM) and third-party users.

www.deuokey.com

www.ekransystem.com

https://www.linkedin.com/company/duokey/
https://duokey.com/
http://www.duokey.ch
https://www.ekransystem.com/en
http://www.ekransystem.com
https://www.linkedin.com/company/ekran-system/
https://duokey.com/
https://www.ekransystem.com/en
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Endpoint Protector by CoSoSys

•	 Location: Cluj-Napoca - Romania
•	 Leadership: Roman Foeckl: CEO, Jonathan Orford: CTO, 
Tim Deluca-Smith: CMO
•	 № of Employees: 100
•	 Product Categories: Data Security & Cryptography, 
Endpoint Security
•	 Type: Vendor
•	 Description: Endpoint Protector is an all-in-one 
Data Loss Prevention solution for Windows, macOS, 
and Linux computers, Thin Clients, and Desktop-
as-a-Service platforms. The solution protects from 
data leaks, theft, and exfiltration, it minimizes the 
risk of insider threats and helps companies to reach 
compliance with data protection regulations such as 
the GDPR, PCI DSS, TISAX and more. With its modern 
intuitive interface and its smooth integration as Virtual 
Appliance or through cloud services (Amazon Web 
Services, Microsoft Azure, and Google Cloud Platform), 
Endpoint Protector is easy to install and does not 
require advanced technical knowledge to run, making 
it accessible and user-friendly solution.

Exeon Analytics

•	 Location: Zurich - Switzerland
•	 Leadership: Dr. David Gugelmann: CEO & Founder, 
Carola Hug: COO, Gregor Erismann: CCO
•	 № of Employees: 30
•	 Product Categories: Application Security, Cloud Security, 
Endpoint Security, Governance & Compliance, Industrial 
Network Security, Infrastructure Security, Mobile & Web 
Security, Resilience & Data Protection, Security Analytics
•	 Type: Vendor
•	 Description: Exeon Analytics AG is a Swiss cybertech 
company specialising in the protection of IT and OT 
networks and OT infrastructures through AI-driven security 
analyses. The Network Detection & Response (NDR) 
platform "ExeonTrace" offers companies the possibility to 
monitor networks, immediately detect cyber threats and 
thus effectively protect their own company's IT landscape 
- quickly, reliably and completely hardware-free. The self-
learning algorithms for detecting anomalies in network 
activity were developed at ETH Zurich and are based on more 
than ten years of academic research. Exeon has received 
several awards (most recently as a top 3 high-tech company 
at the Swiss Economic Forum in 2021).

www.endpointprotector.com

www.exeon.com

https://www.endpointprotector.com/
http://www.endpointprotector.com
https://www.linkedin.com/company/endpointprotector
https://exeon.com/
http://www.exeon.com
https://www.linkedin.com/company/exeon-analytics
https://www.endpointprotector.com/
https://exeon.com/
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EYRAPPROACH

•	 Location: Vessy - Switzerland
•	 Leadership: Yves Froppier: CEO, Juan-Carlos Lopez 
Ruggiero: Cyber Security Director
•	 № of Employees: 80
•	 Product Categories: Audit, Consulting & Training,  
Cloud Security, Endpoint Security, Governance 
& Compliance, Identity Access Management, 
Infrastructure Security, Mobile & Web Security, 
Operational & Outsourcing Services, 
Resilience & Data Protection
•	 Type: Vendor
•	 Description: EYRApproach is a brand-new joint 
venture established between EYRA Group – a Swiss 
Cloud pure player – and APPROACH – the leading 
Belgium cybersecurity expert. We have combined 
our strengths to create a specialized cybersecurity 
and privacy Swiss company. Together, we build trust 
for your business in the digital world.
Leveraging a large pool of certified professionals, we 
strengthen your cyber resilience posture, by adopting a 
risk-based and layered security strategy.

FTAPI Software GmbH

•	 Location: Munich - Germany
•	 Leadership: Daniel Niesler: CEO
•	 № of Employees: 75
•	 Product Categories: Data Security & Cryptography, 
Security Automation 
•	 Type: Vendor
•	 Description: Munich-based software company FTAPI 
offers a comprehensive platform for all aspects of 
secure data exchange and automation, connecting 
people, data and systems. Since 2010, more than 
1,200 companies and more than one million active 
users trust in the products SecuTransfer, SecuRooms, 
SecuForms and SecuFlows - no matter if it is 
about sending or receiving data, structured data 
inbound, sharing confidential information or secure 
automation of processes.

www.eyra-group.ch

www.ftapi.com

https://www.eyra-group.ch/
https://www.eyra-group.ch/en
https://www.ftapi.com/en/
http://www.ftapi.com
https://www.linkedin.com/company/eyra-group/
https://www.eyra-group.ch/
https://www.ftapi.com/en/
https://www.linkedin.com/company/eyra-group/?originalSubdomain=ch
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FutureDat GmbH

•	 Location: Gera - Germany
•	 Leadership: Tino Möller: CEO, Jan Scheffel: CEO
•	 № of Employees: 30
•	 Product Categories: Application Security, Audit, Consulting 
& Training, Cloud Security, Data Security & Cryptography, 
Endpoint Security, Governance & Compliance, Identity Access 
Management, Infrastructure Security, Mobile & Web Security, 
Operational & Outsourcing Services, Resilience & Data 
Protection, Security Analytics, Security Automation
•	 Type: Partner
•	 Description: At FUTUREDAT we help and protect companiesin 
the field of Cyber Security and IT Service Management. 
Our main goal is to develop solutions for our customers that 
combine security and service solutions on the same page.
We deliver business and technology solutions that fit our 
customers’ needs and help them reach the results they want. 
The implementation of sustainable solutions which are driven 
by different project partners is one of our strengths.

GATEWATCHER

•	 Location: Paris - France
•	 Leadership: Jacques de La Rivière: CEO & 
Co-Founder, Philippe Gillet: CTO and Co-Founder
•	 № of Employees: 60
•	 Product Categories: Infrastructure Security, 
Resilience & Data Protection, Security Analytics
•	 Type: Vendor
•	 Description: European leader in intrusion 
detection and advanced threat detection, 
GATEWATCHER has been protecting the critical 
networks of large companies and public institutions 
since 2015. Our solutions provide an immediate 
improvement to the current cybersecurity 
challenges and an adapted response to the growing 
needs in threat detection of organizations.
Our vision is to offer a flexible, scalable, innovative, 
open to new technologies and artificial intelligence 
without disrupting the existing architecture. But 
also to facilitate the operations of CyberSecurity 
teams to enable them to be more efficient in 
prioritizing their remediation actions.

www.futuredat.com

www.gatewatcher.com

https://www.futuredat.com/
https://www.linkedin.com/company/futuredat/
https://www.gatewatcher.com/
http://www.gatewatcher.com
https://www.linkedin.com/company/gatewatcher
https://www.futuredat.com/
https://www.gatewatcher.com/en/
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GLOBAL ID

•	 Location: Lausanne - Switzerland
•	 Leadership: Lambert Sonna Momo: CEO
•	 № of Employees: 9
•	 Product Categories: Application Security, 
Data Security & Cryptography, Identity Access Management 
•	 Type: Vendor
•	 Description: Electronic identity is a growing issue for 
consumers, organisations, citizen, and national authorities.  In 
the virtual world, anyone with intent can impersonate anyone 
else. Private and public organisations that interact with citizen 
on the internet operate on the hope that you are who you say 
you are. Biometrics are the solution because they allow the 
authentication of an individual by a unique physical feature, 
effectively like a unique key we each possess. To satisfy 
these legitimate needs, Global ID provides authentication 
technology based on invisible keys that can only be used 
explicitly:  multi-views of finger veins, hidden and obtainable 
only with the knowledge of the individual.

Hacknowledge

•	 Location: Prévérenges - Switzerland
•	 Leadership: Paul Such: CEO
•	 № of Employees: 40
•	 Product Categories: Application Security, Audit, 
Consulting & Training, Cloud Security, Endpoint Security, 
Industrial Network Security, Infrastructure Security, 
Security Analytics, Security Automation
•	 Type: Vendor
•	 Description: HACKNOWLEDGE is a cyber-security 
company offering various services to continuously protect 
your systems from unwanted intrusions. Created by expert 
security engineers, our mission is to help your company 
anticipate, detect threats and react accordingly within a 
defined budget. We propose a fully integrated enterprise-
level Managed Detection and Response (MDR) service 
combining the value of your logs with our cutting-edge 
custom sensors, allowing our security experts to better 
identify the threats targeting your organization.

www.globalid.swiss

www.hacknowledge.com

https://www.linkedin.com/company/global-id-sa-epfl-innovation-park/
https://globalid.swiss/en/
http://www.globalid.swiss
https://www.hacknowledge.com/
http://www.hacknowledge.com
https://www.linkedin.com/company/hacknowledge/
https://globalid.swiss/en/
https://hacknowledge.com/
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•	 Location: Noida - India
•	 Leadership: Shiv Nadar: Founder, C Vijayakumar: Chief 
Executive Officer and Managing Director, Prateek Aggarwal: 
Chief Financial Officer
•	 № of Employees: 208,877
•	 Product Categories: Application Security, Cloud Security, 
Data Security & Cryptography, Endpoint Security, 
Governance & Compliance, Identity Access Management, 
Industrial Network Security, Infrastructure Security
•	 Type: Vendor
•	 Description: HCL Technologies is a next-generation global 
technology company that helps enterprises reimagine their 
businesses for the digital age. Our technology products 
and services are built on four decades of innovation, with a 
world-renowned management philosophy, a strong culture of 
invention and risk-taking, and a relentless focus on customer 
relationships. HCL also takes pride in its many diversity, 
social responsibility, sustainability, and education initiatives. 
Through its worldwide network of R&D facilities and co-
innovation labs, global delivery capabilities, and over 208,000+ 
‘Ideapreneurs’ across 52 countries, HCL delivers holistic 
services across industry verticals to leading enterprises, 
including 250 of the Fortune 500 and 650 of the Global 2000.

HCL Technologies

I.C. REP

•	 Location: Septèmes-les-Vallons - France
•	 Leadership: Philippe Marie: Account 
Manager & Managing Director
•	 № of Employees: 2
•	 Product Categories: Application Security, 
Audit, Consulting & Training, Data Security & 
Cryptography, Endpoint Security, Identity Access 
Management, Infrastructure Security, Resilience & 
Data Protection
•	 Type: Vendor
•	 Description: I.C. REP is a distributor of innovative 
cybersecurity solutions. We provide strong 
authentication, ultra secure backup, monitoring and 
permanent audit, the fight against ransomware, illicit 
copies and physical attacks and protection of brands 
online and offline, the fight against piracy.

www.hcltech.com

www.icrep.fr

https://www.linkedin.com/company/hcl-technologies/
https://www.hcltech.com/
http://www.icrep.fr/
https://www.hcltech.com/geo-presence/germany-switzerland-austria
https://www.hcltech.com/
https://www.icrep.fr/
https://www.linkedin.com/in/didier-boursier-8b16a9/
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iC Consult GmbH

•	 Location: Zurich - Switzerland
•	 Leadership: Jürgen Biermann: Founder & CEO, iC Consult Group, 
Dr. Andreas Neumann: CEO Germany, Reto Meier: CEO iC Consult 
GmbH Switzerland
•	 № of Employees: 600
•	 Product Categories: Audit, Consulting & Training, Cloud Security, 
Governance & Compliance, Identity Access Management, Mobile 
& Web Security, Operational & Outsourcing Services, Security 
Automation
•	 Type: Reseller
•	 Description: The iC Consult Group, founded 1997 and 
headquartered in Munich, Germany, is the world’s leading 
independent consultancy, systems integrator, and services 
provider for Identity & Access Management (IAM). The service 
portfolio covers business and process consulting, architecture, 
design, implementation, and integration to IAM managed services 
and identity as a service offerings. The company’s more than 600 
employees have successfully delivered over 3,000 projects and 
managed services for IAM.w
The iC Consult Group includes the affiliates iC Consult, 
SecureITsource, xdi360, IAM Worx and Service Layers. Today we have 
offices in Germany (Hamburg, Essen, Frankfurt am Main, Stuttgart 
and Munich) as well as in Switzerland, Austria, UK, Spain, Bulgaria, 
USA, Canada, and China.

www.ic-consult.com

InfoGuard AG

•	 Location: Baar - Switzerland
•	 Leadership: Thomas Meier: CEO
•	 № of Employees: 160
•	 Product Categories: Application Security, Audit,Consulting 
& Training, Cloud Security, Data Security & Cryptography, 
Endpoint Security, Governance & Compliance, 
Identity Access Management, Industrial Network Security, 
Infrastructure Security, Mobile & Web Security, Operational & 
Outsourcing Services, Resilience & Data Protection, 
Security Analytics, Security Automation
•	 Type: Reseller
•	 Description: InfoGuard AG specialises in comprehensive cyber 
security. Its competencies include customized services in the 
area of security consulting and security audits as well as in the 
architecture and integration of leading network and security 
solutions. The Swiss Cyber Security expert provides state-of-the-
art cloud, managed and cyber defence services from the ISO 
27001 certified InfoGuard Cyber Defence Center in Switzerland. 
InfoGuard has its headquarters in Baar / Zug and a branch in 
Bern. Its more than 160 security experts take care of Cyber 
Security for more than 300 customers in Switzerland, Germany 
and Austria every day. InfoGuard is ISO/IEC 27001:2013 certified.

www.infoguard.ch

https://www.linkedin.com/company/ic-consult-gmbh/
https://www.ic-consult.com/
https://ic-consult.com/en/
https://www.infoguard.ch/de/
http://www.infoguard.ch
https://www.linkedin.com/company/infoguard-ag/
https://www.infoguard.ch/de/
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ISPIN AG

•	 Location: Bassersdorf - Switzerland
•	 Leadership: Dr. Norbert Thurner: CEO, Harald Assmus: Chief 
Financial & HR Officer, Markus Jauch: Chief Commercial Officer
•	 № of Employees: 85
•	 Product Categories: Application Security, Audit, Consulting 
& Training, Cloud Security, Data Security & Cryptography, 
Endpoint Security, Governance & Compliance, Identity Access 
Management, Industrial Network Security, Infrastructure 
Security, Mobile & Web Security, Operational & Outsourcing 
Services, Resilience & Data Protection, Security Analytics, 
Security Automation
•	 Type: Vendor
•	 Description: ISPIN ist ein führender Schweizer Anbieter für 
Lösungen in Cyber Security und Cyber Risk Resilience®. Kunden 
profitieren von einem lückenlosen Spektrum an Beratungs- und 
Lösungskompetenz: Security Awareness & Culture, Governance, 
Risk & Compliance gehören ebenso dazu wie Cyber Defense 
Services, Cloud Security Services und Sicherheitsinfrastrukturen. 
Mehr als 150 Kunden aus allen Segmenten der Privatwirtschaft 
und der öffentlichen Hand vertrauen ISPIN. Im modernsten Cyber 
Defense Center der Schweiz betreibt und überwacht ISPIN rund 
um die Uhr die Infrastrukturen von namhaften Unternehmen, 
Organisationen und Behörden.

www.ispin.ch

Intigriti

•	 Location: Antwerp - Belgium
•	 Leadership: Stijn Jans: CEO, Inti De Ceukelaire: 
Head of Hackers
•	 № of Employees: 91
•	 Product Categories: Application Security, 
Infrastructure Security, Mobile & Web Security, 
Resilience & Data Protection
•	 Type: Vendor
•	 Description: Intigriti is an award-winning cybersecurity 
company that specializes in incentivized security testing 
through bug bounty programs. Founded in 2016, Intigriti 
set out to conquer the limitations of traditional security 
testing. The interactive platform features real-time 
reports of current vulnerabilities, enabling organizations 
to obtain greater visibility over their attack surface.
Clients continuously test their digital assets for 
vulnerabilities by leaning on Intigriti’s 50,000 security 
researchers. On average, companies receive 53 reports 
within one week of launching, and 71% receive a high 
to critical report within 48 hours. Today, Intigriti is 
recognized for its innovative approach, impacting both 
customers’ security awareness and researchers lives.

www.intigriti.com

https://www.linkedin.com/company/ispin-ag/
https://www.ispin.ch/
https://www.ispin.ch/
https://www.intigriti.com/
https://www.linkedin.com/company/intigriti/
https://www.intigriti.com/
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Kaspersky Lab Switzerland GmbH

KUDELSKI SECURITY

•	 Location: Zurich - Switzerland
•	 Leadership: Eugene Kaspersky: Founder and CEO, 
Walter Jäger: Managing Director, Patrizio Bernasconi: CFO
•	 № of Employees: 4,000
•	 Product Categories: Audit, Consulting & Training, Cloud Security, 
Data Security & Cryptography, Endpoint Security, Industrial Network 
Security, Infrastructure Security, Mobile & Web Security, Operational & 
Outsourcing Services, Resilience & Data Protection Security Analytics, 
Security Automation
•	 Type: Vendor
•	 Description: Kaspersky ist ein internationales Unternehmen für 
Cybersicherheit und digitale Privatsphäre, das im Jahr 1997 gegründet 
wurde. Die tiefgreifende Threat Intelligence sowie Sicherheitsexpertise 
von Kaspersky dient als Grundlage für innovative Sicherheitslösungen und 
-dienste, um Unternehmen, kritische Infrastrukturen, Regierungen und 
Privatanwender weltweit zu schützen. Das umfassende Sicherheitsportfolio 
des Unternehmens beinhaltet führenden Endpoint-Schutz sowie eine 
Reihe spezialisierter Sicherheitslösungen und -Services zur Verteidigung 
gegen komplexe und sich weiter entwickelnde Cyberbedrohungen. Über 
400 Millionen Nutzer und 240.000 Unternehmenskunden werden von den 
Technologien von Kaspersky geschützt.

•	 Location: Cheseaux Sur Lausanne - Switzerland
•	 Leadership: Andrew Howard: CEO,  
David Chetrit: Vice President EMEA Sales
•	 № of Employees: 350
•	 Product Categories: Application Security, Audit, Consulting & 
Training, Cloud Security, Data Security & Cryptography, Endpoint 
Security, Governance & Compliance, Industrial Network Security, 
Infrastructure Security, Operational & Outsourcing Services, Security 
Analytics, Security Automation
•	 Type: Partner
•	 Description: Kudelski Security is a leading cybersecurity company with 
one major goal: to disrupt the cybersecurity status quo. We partner 
with our clients to enhance their cyber confidence, threat immunity 
and data-protection through our comprehensive consulting, technology 
engagements, managed security services, and ability to innovate to 
create new capabilities. With offices and labs in Switzerland, the United 
Kingdom, Singapore, Taiwan, Germany, France and the United States, 
we leverage a rich history of engineering and innovation to develop real 
solutions to our clients’ toughest cybersecurity challenges.

www.kaspersky.de

www.kudelskisecurity.com

https://usa.kaspersky.com/?ignoreredirects=true
https://kudelskisecurity.com/
http://www.kudelskisecurity.com
https://www.linkedin.com/company/kaspersky-labs-gmbh/
https://www.linkedin.com/company/kudelski-security/
https://www.kaspersky.de/
https://kudelskisecurity.com/
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LocateRisk

•	 Location: Darmstadt - Germany
•	 Leadership: Lukas Baumann: CEO
•	 № of Employees: 10 
•	 Product Categories: Application Security, Audit, Consulting 
& Training, Infrastructure Security, Resilience & Data 
Protection, Security Analytics, Security Automation
•	 Type: Vendor
•	 Description: Decision-makers have no reliable figures on 
the cyber risk to their companies. In addition, IT departments 
lack the capacity to monitor the attack surface, evaluate the 
work of IT service providers and prevent cyber incidents. 
LocateRisk enables automated, continuous cyber risk 
monitoring of the IT systems of organizations, as well 
as their affiliates and business partners. In less than 48 
hours, the entire IT landscape is captured from an external 
perspective, audited and prepared in specific result reports 
for management and IT.
The automated solution bundles complex cybersecurity 
processes and tasks in a single, easy-to-use application.

LUCY Security

•	 Location: Zug- Switzerland
•	 Leadership: Palo Stacho: Head of Operations, 
Oliver Münchow: Assistant
•	 № of Employees: 50
•	 Product Categories: Audit, Consulting & Training
•	 Type: Vendor
•	 Description: LUCY Security from Switzerland allows 
organizations to measure and improve the security 
awareness of employees and test their IT defenses. 
Turn employees into a human firewall with simulated 
attacks and LUCY’s E-Learning platform with hundreds 
of preconfigured videos, training, and quizzes ready 
for usage. The most powerful IT Security Awareness 
Solution in the market. Fixed Prices | On-Premise or 
SaaS | Phish-Button | Threat Analytics | Over 11.000 
installations and more than 23 million trained users | 
2021 Excellence Award for Best Anti Phishing & Best 
Security Education Platform.

www.locaterisk.com

www.lucysecurity.com

http://www.locaterisk.com/
http://www.locaterisk.com
https://www.linkedin.com/company/locaterisk
https://www.lucysecurity.com/
http://www.lucysecurity.com
https://www.linkedin.com/company/lucy-security
https://locaterisk.com/de/
https://lucysecurity.com/
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Magnet Forensics

•	 Location: Düsseldorf- Germany
•	 Leadership: Adam Belsher: CEO, Jad Saliba: Founder and CTO
•	 № of Employees: 312
•	 Product Categories: Application Security, Audit, Consulting 
& Training, Cloud Security, Data Security & Cryptography, 
Endpoint Security, Governance & Compliance, 
Identity Access Management, Industrial Network Security,  
Mobile & Web Security, Resilience & Data Protection, 
Security Analytics, Security Automation
•	 Type: Vendor
•	 Description: Magnet Forensics is a developer of digital 
investigation software that acquires, analyzes, reports on, 
and manages evidence from computers, mobile devices, IoT 
devices and the cloud. The company’s software is used by 
more than 4,000 public and private sector organizations in 
over 90 countries and has been helping investigators fight 
crime, protect assets and guard national security since 2011.

Simplify Your Remote Forensic Investigations

–––
C L OUD

Cloud services have changed the way that employees 
communicate, share, and store information. 

Leverage admin or user credentials to access audit logs and 
examine employee cloud accounts without tipping them off 
about an ongoing investigation. 

AXIOM Cyber acquires and analyzes data from corporate 
cloud storage services like AWS S3, EC2, and Azure in addition 
to other cloud sources including Office 365, G Suite, Box, 
Dropbox, Slack, and iCloud. 

A digital forensics solution tailored to meet the needs of organizations that perform remote acquisitions 
as well as collect and analyze evidence from cloud storage and communication services, computers and 
mobile devices.

–––
C OMPU T ER

AXIOM Cyber provides the most comprehensive and powerful 
recovery, search, analysis and reporting tools for Macs and PCs.

Powerful and intuitive Analytics features in AXIOM Cyber like  
Timeline, Connections, and Magnet.AI allow you to immediately 
focus on the most relevant data, enabling you to work your 
case faster and easily present your findings to HR, Legal, and 
other stakeholders.

–––
MOB I L E

Whether you have a BYOD or corporate-issued policy, make 
AXIOM Cyber an essential part of your toolkit for iOS and 
Android investigations.

Comprehensive parsing and carving techniques find more 
artifacts like browser history, chats, emails, and documents. 
Easily visualize and present evidence by showing emails and 
chats in their original format that are often needed for HR 
investigations like employee misconduct or harassment cases.

www.magnetforensics.com

Nect GmbH

•	 Location: Hamburg - Germany
•	 Leadership: Benny Bennet Jürgens: CEO & Founder, 
Carlo Ulbrich: CSO & Co-Founder
•	 № of Employees: 100
•	 Product Categories: Data Security & Cryptography, 
Governance & Compliance,Identity Access Management, 
Operational & Outsourcing Services, Security Automation
•	 Type: Vendor
•	 Description: Nect GmbH founded in 2017 by Benny Bennet 
Jürgens and Carlo Ulbrich and based in Hamburg, stands for the 
implementation of trust services with advanced technology. The 
patented and eIDAS certified Robo-Ident technology developed 
by Nect is an AI-based online identification. Users can identify 
themselves independently, from any location, without waiting 
with an ID document and a selfie video. State-of-the-art 
artificial intelligence methods are used to check the real-time 
of the recording, the vividness and legitimacy of the user, the 
legitimacy of the ID document, and to detect fraud attempts at 
an early stage.

www.nect.com

https://www.linkedin.com/company/magnet-forensics/mycompany/
https://www.magnetforensics.com/
http://www.magnetforensics.com
https://www.magnetforensics.com/
https://www.linkedin.com/company/nect.com/
https://www.nect.com/en/
https://nect.com/de/
https://www.nect.com/en/
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Nexis GmbH

•	 Location: Regensburg - Germany
•	 Leadership: Dr. Ludwig Fuchs: CEO
•	 № of Employees: 38
•	 Product Categories: Governance & Compliance, 
Identity Access Management
•	 Type: Vendor
•	 Description: Nexis is an expert company specialized 
in Identity and Access Management (IAM) and vendor 
of NEXIS 4, the technology-leading Identity Analytics & 
Governance Platform.
NEXIS 4 provides access privilege scans, risk analysis and 
visual (re-)modeling of entitlement structures.
The platform simplifies entitlement and role maintenance 
and supports adherence to compliance requirements.
NEXIS 4 also integrates the business using easily 
configurable dashboards and services.
Benefits are amongst others increased IT security and 
compliance, greater automation in role and rights 
management and reduced administrative activities in IAM.
Additionally, Nexis offers high-quality IAM consulting 
services including road maps, current state analysis, 
process modeling and best practices.

NextRay AI Detection & Response

•	 Location: Santa Clara, CA - United States
•	 Leadership: Sercan Okur: VP of Technology
•	 № of Employees: 30
•	 Product Categories: Cloud Security, Industrial 
Network Security,  Security Analytics
•	 Type: Vendor
•	 Description: NextRay AI is the pioneer in real-time 
cyber attack detection. The NextRay AI platform 
continuously monitors network traffic to detect any 
stage of a cyber attack. The NextRay automatically 
prioritizes attacks that pose the greatest business 
risk, allowing organizations to focus time and 
resources more effectively. NextRay detects elusive 
and dangerous threats that have breached network 
perimeter defenses by analyzing network behavior.

www.nexis-secure.com

www.nextray.ai

https://nexis-secure.com/
http://www.nexis-secure.com
https://www.linkedin.com/company/nexis-gmbh/?original_referer=&originalSubdomain=de
https://www.linkedin.com/company/nextray-ai-detection-response-inc/
https://www.nextray.ai/
https://nexis-secure.com/
https://www.nextray.ai/
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NordLayer

•	 Location: Vilnius - Lithuania
•	 Leadership: Donatas Tamelis: GM, Juta Gurinavičiūtė: CTO, 
Martynas Paškauskas: Head of Development
•	 № of Employees: 127
•	 Product Categories: Cloud Security, Endpoint Security, 
Identity Access Management,  Resilience & Data 
Protection
•	 Type: Vendor
•	 Description: NordLayer is an adaptive network access 
security solution for modern businesses — from the 
world’s most trusted cybersecurity brand, Nord Security.
We help organizations of all sizes to fulfill scaling and 
integration challenges when building a modern secure 
remote access solution, within an ever-evolving SASE 
framework.
Quick and easy to integrate with existing infrastructure, 
hardware-free, and designed with ease of scale in mind, 
NordLayer meets the varying growth pace and ad-hoc 
cybersecurity requirements of agile businesses and 
distributed workforces today.

www.nordlayer.com

www.onevisage.com

OneVisage

•	 Location: Lausanne - Switzerland
•	 Leadership: Christophe Remillet: CEO, Alexandre 
Benhamou: Business Development, Gauthier Leonhard: VP 
of Engineering
•	 № of Employees: 5
•	 Product Categories: Application Security, 
Cloud Security, Endpoint Security, Identity Access 
Management, Infrastructure Security, Mobile & 
Web Security
•	 Type: Vendor
•	 Description: OneVisage develops strong multi-factor 
authentication technologies and OEM solutions for large 
integrators, cybersecurity vendors, IAMs and payment 
services. Our flagship solution, Premier Enterprise, allows 
corporates eliminating digital identity theft and phishing 
attacks by using dematerialized badges and active 3D 
facial verification.

https://nordlayer.com/
https://www.linkedin.com/company/nordlayer/
https://nordlayer.com/
https://www.onevisage.com/
https://www.linkedin.com/company/onevisage/
https://www.onevisage.com/
http://www.onevisage.com
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Orange Cyberdefense

•	 Location: Zurich - Switzerland
•	 Leadership: Romain Queinnec: Head of Orange 
Cyberdefense Switzerland
•	 № of Employees: 2,500 
Product Categories: Application Security, Audit, Consulting & 
Training, Cloud Security, Data Security & Cryptography, Endpoint 
Security, Governance & Compliance, Identity Access Management, 
Industrial Network Security, Infrastructure Security, Mobile & Web 
Security, Operational & Outsourcing Services, Resilience & Data 
Protection, Security Analytics, Security Automation
•	 Type: Vendor
•	 Description: Orange Cyberdefense is the expert cybersecurity 
business unit of the Orange Group, providing managed security, 
managed threat detection & response services to organizations 
globally. As a leading security services provider, we strive to build 
a safer digital society. We are a threat research and intelligence-
driven security provider offering unparalleled access to current and 
emerging threats.
Orange Cyberdefense retains a 25+ year track record in information 
security, 250+ researchers and analysts 18 SOCs, 11 CyberSOCs and 
8 CERTs distributed across the world and sales and services support 
in 160 countries. We are proud to say we can offer global protection 
with local expertise and support our customers throughout the 
entire threat lifecycle.corporates eliminating digital identity theft and 
phishing attacks by using dematerialized badges and active 3D facial 
verification.

Panaseer

•	 Location: Godalming - United Kingdom
•	 Leadership: Nik Whitfield: Chairman, Jonathan Gill: CEO, 
Charaka Goonatilake: CTO
•	 № of Employees: 150
•	 Product Categories: Security Analytics, 
Security Automation
•	 Type: Vendor
•	 Description: Panaseer's Continuous Controls Monitoring 
(CCM) platform uses automated, data-driven security 
metrics to give enterprise security leaders greater visibility 
into their cybersecurity posture. CCM gives all stakeholders 
– from executive to analyst – live, trusted insight using 
trusted metrics and measures, enabling them to make 
the best decisions about risk, confidently report to key 
stakeholders, hold people accountable and prioritise 
remediation based on their business objectives.

www.orangecyberdefense.com

www.panaseer.com

https://www.linkedin.com/company/orange-cyberdefense/mycompany/
https://www.orangecyberdefense.com/
https://www.linkedin.com/company/panaseer/
https://panaseer.com/
https://www.orangecyberdefense.com/
https://www.panaseer.com/
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PRODAFT SARL

•	 Location: Yverdon-les-Bains - Switzerland
•	 Leadership: Can Yildizli: CEO, Koryak Uzan: COO, 
Mehmet Ince: CTO, Onur Eski: CFO, Halit Alptekin: CISO
•	 № of Employees: 55
•	 Product Categories: Application Security, Audit, 
Consulting & Training, Cloud Security, Data Security 
& Cryptography, Infrastructure Security, Mobile & 
Web Security, Resilience & Data Protection
•	 Type: Vendor
•	 Description: Swiss cyber threat intelligence 
company, PRODAFT, sets the global standards for 
proactive defense in the cyber space. PRODAFT 
provides cyber intelligence and cyber security services 
for many organizations from different sectors such 
as public institutions, banking and finance, insurance, 
telecommunication, aviation, and e-commerce. Repel 
cyber threats with Swiss precision.

www.prodaft.com

www.rapid7.com

Rapid7 Germany

•	 Location: Munich / Hallbergmoos - Germany
•	 Leadership: Alan Matthews, Chad Loder 
und Tas Giakouminakis
•	 № of Employees: 2,200
•	 Product Categories: Application Security, Audit, 
Consulting & Training, Cloud Security, Endpoint 
Security, Governance & Compliance, Infrastructure 
Security, Mobile & Web Security, Operational & 
Outsourcing Services, Security Analytics, Security 
Automation
•	 Type: Vendor
•	 Description: Organizations around the globe 
rely on Rapid7 technology, services, and research 
to securely advance. The visibility, analytics, and 
automation delivered through our Insight cloud 
simplifies the complex and helps security teams 
reduce vulnerabilities, monitor for malicious behavior, 
investigate and shut down attacks, and automate 
routine tasks.

https://www.linkedin.com/company/prodaft/
https://www.prodaft.com/
http://www.prodaft.com
https://www.prodaft.com/
https://www.rapid7.com/
https://www.linkedin.com/company/rapid7/
https://www.rapid7.com/
http://www.rapid7.com
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Recorded Future, Inc.

•	 Location: London - United Kingdom
•	 Leadership: Dr. Christopher Ahlberg: CEO, 
Dr. Staffan Truvé: CTO
•	 № of Employees: 900
•	 Product Categories: Cloud Security, Security Analytics, 
Security Automation
•	 Type: Vendor
•	 Description: Recorded Future is the world’s largest 
intelligence company. Recorded Future’s Intelligence Cloud 
provides the most complete coverage across adversaries, 
infrastructure, and targets. By combining persistent and 
pervasive automated data collection and analytics with 
human analysis, Recorded Future provides real-time visibility 
into the vast digital landscape and empowers clients to 
take proactive action to disrupt adversaries and keep their 
people, systems, and infrastructure safe. Headquartered 
in Boston with offices and employees around the world, 
Recorded Future works with more than 1,500 businesses 
and government organizations across more than 60 
countries. Learn more at recordedfuture.com.

Secureworks

•	 Location: Geneva - Switzerland
•	 Leadership: Wendy Thomas: CEO, 
Romain Resmini: Head of Sales Switzerland
•	 № of Employees: 2,600
•	 Product Categories: Audit, Consulting & Training, Cloud 
Security, Endpoint Security, Governance & Compliance, 
Infrastructure Security, Operational & Outsourcing Services, 
Resilience & Data Protection, Security Analytics, Security 
Automation
•	 Type: Partner
•	 Description: Secureworks® is a leading cybersecurity 
software-driven company and security service provider, 
part of the Dell Technologies family of brands. We are 
protecting +5'000 customers in +50+ countries through our 
SOC platforms and services for +22 years. Secureworks has 
unique actionable insights of adversaries thanks to our team 
of elite researchers and renowned incident responders 
involved in thousands of large and critical emergencies yearly. 
By investing in supervised machine learning and analytics, 
before it became buzz words, we are now putting the power 
of our Taegis™ SaaS platforms in the hands of SME's to detect 
malicious activity in real-time, respond rapidly, and take the 
right action at the right time to reduce your risk and increase 
your cyber resilience.

www.recordedfuture.com

www.secureworks.com

https://www.recordedfuture.com/
https://www.linkedin.com/company/recorded-future/
https://www.recordedfuture.com/
https://www.linkedin.com/company/secureworks/
https://www.secureworks.com/
https://www.recordedfuture.com/
https://www.secureworks.com/
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SECURIX AG

•	 Location: Olten - Germany
•	 Leadership: Marco Fleig: CEO
•	 № of Employees: 100
•	 Product Categories: Application Security, Audit, Consulting 
& Training, Cloud Security, Data Security & Cryptography, 
Endpoint Security, Governance & Compliance, Identity Access 
Management, Resilience & Data Protection, Security Analytics, 
Security Automation
•	 Type: Patner
•	 Description: Tresorit provides an end-to-end encrypted 
productivity solution for ultra-secure collaboration including 
managing, storing, syncing and transferring files. More than 
10,000 businesses around the world use Tresorit to protect their 
confidential data and securely share information internally within 
their teams and with external clients and partners. Tresorit’s 
technology combines industry-leading end-to-end encryption, 
granular data control features and seamless integration into 
workflows. Tresorit is featured on FT1000 by Financial Times as 
the fifth fastest growing cybersecurity company in Europe and 
has offices in Budapest/Hungary, Munich/Germany and Zurich/
Switzerland.

www.securix.swiss

www.securosys.com

Securosys SA

•	 Location: Zurich - Switzerland
•	 Leadership: Robert Rogenmoser: CEO, 
Andreas Curiger: CTO
•	 № of Employees: 40
•	 Product Categories: Cloud Security, Data Security & 
Cryptography, Industrial Network Security,  Infrastructure 
Security, Security Automation
•	 Type: Vendor
•	 Description: Securosys SA, based in Zurich, Switzerland, is 
a market leader in cyber security, encryption, cloud security 
and in securing digital identities. Securosys secures the Swiss 
financial markets on behalf of the Swiss National Bank and 
protects transactions worth over 100 billion Euros every 
day. The company supplies more than half of the Tier 1 
banks worldwide with hardware security modules developed 
and built in Switzerland. Securosys offers a wide range of 
security network appliances and SaaS services focused 
on commercial applications in the cloud or on-site. These 
include encryption key management and key generation. All 
products are developed and manufactured in Switzerland.

https://ch.linkedin.com/company/securix-ag
https://www.securix.swiss/
http://www.securix.swiss
https://www.securix.swiss/
https://www.securosys.com/en/
https://www.securosys.com/
http://www.securosys.com
https://www.linkedin.com/company/securosys
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Strong Network

•	 Location: Yverdon-les-Bains - Switzerland
•	 Leadership: Laurent Balmelli: Co-Founder, Head of 
Product and Market, Ozrenko Dragic: Co-Founder, Head of 
Engineering, Pascal Mathis: Board Member and Lead Investor 
Representative
•	 № of Employees: 15
•	 Product Categories: Cloud Security, Infrastructure 
Security, Operational & Outsourcing Services, Resilience & 
Data Protection, Security Automation 
•	 Type: Vendor
•	 Description: Strong Network was founded by two engineers 
with long experience in cybersecurity, Laurent Balmelli and 
Ozrenko Dragic. The company raised a EUR 5.1m Seed round 
in March 2022 and won two awards in Cybersecurity since 
its inception, including the 2022 best startup award from the 
International Forum on Cybersecurity (FIC). The company 
is active in the European, Asian and US markets and is 
headquartered in Lausanne, Switzerland, with operations in 
Serbia and US California. Its largest clients include Broadcom 
in San Jose California and WeBank in China.

Swiss GRC

•	 Location: Lucerne - Switzerland
•	 Leadership: Besfort Kuqi: Co-Founder & CEO
•	 № of Employees: 25
•	 Product Categories: Governance & Compliance, 
Resilience & Data Protection
•	 Type: Vendor
•	 Description: Swiss GRC is a leading software 
company in the development and implementation 
of Governance, Risk and Compliance (GRC) solutions 
for companies worldwide. The GRC Toolbox is the 
result of over 30 years of experience and our value 
proposition to help our customers achieve more 
transparency and control in the area of Governance, 
Risk and Compliance with a centralised and 
integrated approach. In line with our maxim "where 
Governance, Risk & Compliance meet for success", 
the GRC Toolbox allows you to optimise risks, 
improve control effectiveness, manage guidelines 
and contracts, and certify that legal, regulatory and 
safety requirements are met.

www.strong.network.com

www.swissgrc.com

https://www.linkedin.com/company/strongnetworkinc/
https://strong.network/?utm_source=linkedin&utm_medium=organic_social&utm_id=linkedin_page
https://swissgrc.com/
https://www.linkedin.com/company/swissgrc/
https://strong.network/?utm_source=linkedin&utm_medium=organic_social&utm_id=linkedin_page
https://swissgrc.com/
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TEHTRIS

•	 Location: Pessac - France
•	 Leadership: Eléna Poincet: Co-founder & COO,  
Laurent Oudot: Co-founder & CTO, Ingrid Söllner: CMO
•	 № of Employees: 200
•	 Product Categories: Cloud Security, Endpoint Security, 
Industrial Network Security, Infrastructure Security, 
Mobile & Web Security, Security Analytics, Security 
Automation
•	 Type: Vendor
•	 Description: Founded in 2010, TEHTRIS is a global 
leader in the automatic and human-less neutralization 
of cyber attacks with the TEHTRIS XDR Platform. With 
its "Security & Ethics by design" engineering, this 
solution provides cybersecurity specialists with a 
holistic view of their infrastructure, while guaranteeing 
the confidentiality of their data. With its international 
partners, TEHTRIS XDR Platform monitors, analyzes, 
detects and neutralizes threats in more than 100 
countries for the benefit of major players. By constantly 
monitoring cybercrime and listening to its customers, our 
goal is to reduce the risks as much as possible, in order 
to face the unpredictable.

www.tehtris.com

www.trapx.com

TrapX Security

•	 Location: Waltham - United States
•	 Leadership: Steve Preston: CEO
•	 № of Employees: 45
•	 Product Categories: Cloud Security, Industrial 
Network Security, Infrastructure Security, 
Resilience & Data Protection, Security Analytics
•	 Type: Vendor
•	 Description: TrapX provides a new generation 
of Deception technology with real-time breach 
detection and prevention. Our proven solutions 
immerse tangible IT assets in a virtual minefield 
of traps that misinform and misdirect would-be 
attackers, alerting SOC teams to malicious activity 
with immediate, actionable intelligence. Our 
solutions enable our customers to isolate, rapidly 
fingerprint and disable new Zero-Day attacks and 
APTs in real-time.

https://www.linkedin.com/company/tehtris/?originalSubdomain=fr
https://tehtris.com/en/
https://tehtris.com/en/
https://www.trapx.com/
https://www.linkedin.com/company/trapx/
https://www.trapx.com/
http://www.trapx.com
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Trend Micro

•	 Location: Wallisellen - Switzerland
•	 Leadership: Eva Chen: CEO
•	 № of Employees: 7,500
•	 Product Categories: Application Security, Cloud Security, 
Endpoint Security, Governance & Compliance, Industrial 
Network Security, Infrastructure Security, Mobile & Web 
Security, Security Analytics, Security Automation
•	 Type: Vendor
•	 Description: Trend Micro, a global cybersecurity leader, helps 
make the world safe for exchanging digital information. Fueled 
by decades of security expertise, global threat research, and 
continuous innovation, our cybersecurity platform protects 
500,000+ organizations and 250+ million individuals across 
clouds, networks, devices, and endpoints.
As a leader in cloud and enterprise cybersecurity, our platform 
delivers central visibility for better, faster detection and 
response and a powerful range of advanced threat defense 
techniques optimized for environments, like AWS, Microsoft, 
and Google.

Tresorit

•	 Location: Zurich - Switzerland
•	 Leadership: István Lám: CEO & Co-founder, Szilveszter 
Szebeni: Chief Data & Compliance Officer & Co-founder, 
Gyorgy Szilagyi: CRO & Co-founder
•	 № of Employees: 120
•	 Product Categories: Cloud Security, Data Security & 
Cryptography, Governance & Compliance, Resilience & 
Data Protection,
•	 Type: Vendor
•	 Description: Tresorit is an end-to-end encrypted 
productivity solution for ultra-secure collaboration 
including managing, storing, syncing, and transferring 
files. More than 10,000 businesses use Tresorit to 
protect their confidential data and securely share 
information. 

www.trendmicro.com

www.tresorit.com

https://www.linkedin.com/company/trend-micro-europe
https://www.trendmicro.com/en_gb/business.html
http://www.trendmicro.com
https://tresorit.com/
https://www.linkedin.com/company/tresorit/
https://tresorit.com/
https://www.trendmicro.com/en_gb/business.html
https://tresorit.com/
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T-Systems Switzerland Ltd.

•	 Location: Zollikofen - Switzerland
•	 Leadership: Thomas Reitze: VP Commercial & Market 
Relations, Member of Management Board Alpine Region
•	 № of Employees: 515
•	 Product Categories: Audit, Consulting & Training, Cloud 
Security, Endpoint Security, Governance & Compliance, 
Identity Access Management, Industrial Network 
Security, Infrastructure Security, Mobile & Web Security, 
Operational & Outsourcing Services, Resilience & Data 
Protection, Security Analytics, Security Automation
•	 Type: Partner
•	 Description: With its digital portfolio, T-Systems supports 
its customers on their journey to real, end-to-end and 
scalable digitisation, and places great emphasis on security 
in doing so. At the head office in Zollikofen near Bern, 
the company operates a TwinCore data center, which 
offers the highest possible security for company data with 
the greatest energy efficiency. With these strong local 
delivery capabilities, we are able to operate even complex, 
international solutions in Swiss data centre. T-Systems 
offers both local security experts and more than 1’200 
security specialists worldwide.

www.t-systems.com.ch

www.tts-trax.com/en/the-smart-isms-tool

TTS Trusted Technologies and Solutions GmbH

•	 Location: Essen - Germany
•	 Leadership: Dr. Michael Gehrke: CEO, Dr. Jörg Cordsen: CEO
•	 № of Employees: 30
•	 Product Categories: Audit, Consulting & Training, 
Cloud Security, Data Security & Cryptography, Resilience 
& Data Protection
•	 Type: Vendor
•	 Description: TTS Trusted Technologies and Solutions GmbH 
is an owner-managed company with offices in Berlin, Essen 
and Hannover. We have been providing sector-independent 
consulting in the areas of IT and information security, 
emergency and crisis management, risk management, 
and identity and access management since 2002. Since its 
introduction in 2017, we have also been supporting our 
customers with the ISMS tool TTS trax in setting up and 
operating an information security management system.

https://www.linkedin.com/company/t-systems-schweiz
https://www.t-systems.com/us/en
http://www.t-systems.com/ch/de
https://www.t-systems.com/us/en
https://www.tts-trax.com/en/the-smart-isms-tool
https://www.linkedin.com/company/tts-trusted-technologie-and-solutions-gmbh/
https://www.tts-trax.com/en/the-smart-isms-tool
http://www.tts-trax.com/en/the-smart-isms-tool
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Universität St.Gallen (HSG), Executive 
School of Law and Management

•	 Location: St.Gallen - Switzerland
•	 Leadership: Bruno Mascello: Prof. of 
Legal Management
•	 № of Employees: 12
•	 Product Categories: Application Security, Data 
Security & Cryptography, Endpoint Security, 
Governance & Compliance, Infrastructure Security, 
Mobile & Web Security, Resilience & Data Protection
•	 Type: Vendor
•	 Description: The Cyber Security for Leaders course 
is designed for business leaders in senior and middle 
management positions and any other managers and 
executives in technical and non-technical roles who 
want to learn the practical concepts and definitions 
needed to make strategic decisions and build a robust 
cybersecurity strategy for their companies.

WatchGuard Technologies

•	 Location: Hamburg - Germany
•	 Leadership: Prakash Panjwani: CEO, Andy Reinland: CFO, 
Corey Nachreiner: CSO, Wayson Vannatta: CIO
•	 № of Employees: 1,300
•	 Product Categories: Cloud Security, Endpoint Security, 
Identity Access Management, Infrastructure Security
•	 Type: Reseller
•	 Description: WatchGuard has pioneered cutting-edge 
cybersecurity technology and delivered it as easy-to-deploy and 
easy-to-manage solutions. With industry-leading network and 
endpoint security, secure Wi-Fi, multi-factor authentication, and 
network intelligence products and services, WatchGuard enables 
more than 250,000 small and midsize enterprises from around 
the globe to protect their most important assets including 
over 10 million endpoints. n a world where the cybersecurity 
landscape is constantly evolving, and new threats emerge 
each day, WatchGuard makes enterprise-grade cybersecurity 
technology accessible for every company. WatchGuard is 
headquartered in Seattle, Washington, with offices throughout 
North America, Europe, Asia Pacific, and Latin America.

lam.unisg.ch

watchguard.com

https://www.linkedin.com/school/19188566/
https://lam.unisg.ch/
http://lam.unisg.ch/
http://lam.unisg.ch/
https://www.linkedin.com/company/18162162/admin/
https://www.watchguard.com/de
http://www.watchguard.com/de
https://lam.unisg.ch/
https://www.watchguard.com/de
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http://lam.unisg.ch/cybersecurity 
http://lam.unisg.ch/cybersecurity 
mailto:nadia.stauffacher%40unisg.ch?subject=
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XignSys GmbH

xorlab AG

•	 Location: Gelsenkirchen - Germany
•	 Leadership: Marks Hertlein: Co-Founder & CEO, 
Pascal Manaras: Co-Founder & CTO
•	 № of Employees: 30
•	 Product Categories: Identity Access Management
•	 Type: Vendor
•	 Description: Under the premise "Future authentication 
for our everyday life!" we have developed XignIn - the 
technology for the implementation of a holistic user-friendly 
and secure authentication for almost every application 
area from the digital and real world. With the help of the 
Xign.Me-App, which serves as an authentication tool in 
combination with the user's own smartphone, we enable an 
intuitive, password-free and everyday login for everyone. 
Whether in the Smart City or as an offer for end customers 
in other areas - we believe that a digitally connected world 
requires sustainable, interoperable authentication solutions 
that must be equally user-friendly and secure for everyone.

•	 Location: Zurich - Switzerland
•	 Leadership: Antonio Barresi: CEO & Co-Founder, Matthias 
Ganz: Head of Architecture & Co-Founder, Raffaele Sandrini: 
CTO & Head of Development
•	 № of Employees: 32
•	 Product Categories: Application Security, Cloud Security, 
Data Security & Cryptography, Resilience & Data 
Protection, Security Automation
•	 Type: Vendor
•	 Description: Xorlab protects the modern workforce from 
targeted phishing, fraud, and malware attacks. With xorlab, 
security teams can control the attack surface across tens 
of thousands of individual relationships in real-time, stop 
modern email threats at first sight, and ultimately restore 
people’s confidence in digital communication channels. 
Major global banking, tech, and healthcare organizations 
rely on xorlab to protect their employees against 
ransomware, phishing, and fraud. xorlab is a European 
security company headquartered in Zurich, Switzerland.

www.xignsys.com

www.xorlab.com

https://xignsys.com/
https://www.xorlab.com/en/
http://www.xorlab.com
https://www.linkedin.com/company/xignsys/
https://www.xignsys.com/
https://www.xorlab.com/en/
https://www.linkedin.com/company/10896586
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YesWeHack

•	 Location: Lausanne - Switzerland
•	 Leadership: Guillaume Vassault-Houlière: CEO
•	 № of Employees: 80
•	 Product Categories: Application Security, Governance & 
Compliance, Mobile & Web Security, Security Automation
•	 Type: Vendor
•	 Description: Founded in 2015, YesWeHack is a Global Bug 
Bounty & VDP Platform. 
YesWeHack offers companies an innovative approach to 
cybersecurity with Bug Bounty (pay-per-vulnerability discovered), 
connecting more than 30,000 cyber-security experts (ethical 
hackers) across 170 countries with organisations to secure their 
exposed scopes and reporting vulnerabilities in their websites, 
mobile apps, infrastructure and connected devices.
YesWeHack runs private (invitation based only) programs, public 
programs and vulnerability disclosure policies (VDP) for hundreds 
of organisations worldwide in compliance with the strictest 
European regulations.

ZENDATA

•	 Location: Geneva - Switzerland
•	 Leadership: Steven Meyer: CEO
•	 № of Employees: 20
•	 Product Categories: Application Security, Audit, 
Consulting & Training, Cloud Security, Data Security 
& Cryptography, Endpoint Security, Governance & 
Compliance, Identity Access Management, Industrial 
Network Security, Infrastructure Security, Mobile & Web 
Security, Operational & Outsourcing Services, Resilience 
& Data Protection, Security Analytics, 
Security Automation
•	 Type: Partner
•	 Description: ZENDATA is a leading full-stack MSSP 
provider with more than 40 security services full managed 
in its 24/7 SOC: Additionally ZENDATA does also Risk-
based audit, Pentests, CSIRT, cyber awareness & threat 
intelligence.

www.yeswehackg.com

www.zendata.ch

https://www.linkedin.com/company/yes-we-hack/
https://www.yeswehack.com/
http://www.yeswehack.com
https://www.zendata.ch/
http://www.zendata.ch
https://www.linkedin.com/company/zendata/
https://www.yeswehack.com/
https://www.zendata.ch/
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ZITADEL

•	 Location: St. Gallen - Switzerland
•	 Leadership: Florian Forster: CEO, Fabienne Gerschwiler: CPO,  
Maximilian Panne: COO
•	 № of Employees: 14
•	 Product Categories: Application Security, Endpoint Security, 
Identity Access Management
•	 Type: Vendor
•	 Description: You want a login that's quickly set up like Auth0 
but open source like Keycloak? We got you covered, ZITADEL 
combines the ease of Auth0 and the versatility of Keycloak.
•	 ZITADEL provides everything you need to integrate identity and 
role management into your apps in minutes. No matter if you 
are using our public cloud or our open source project. Take care 
of your business and we take care of the login. ZITADEL allows 
all your customers to self manage their users and roles, with its 
focus on B2B and multi-tenancy use cases.

www.zitadel.com

https://www.linkedin.com/company/zitadel/
https://zitadel.com/
https://zitadel.com/
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https://swisscyberinstitute.com/community/
https://swisscyberinstitute.com/
https://swisscyberinstitute.com/

